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Foreword

ISO (the International Organization for Standardization) is a worldwide federation of national standards bodies (ISO member bodies). The work of preparing International Standards is normally carried out through ISO technical committees. Each member body interested in a subject for which a technical committee has been established has the right to be represented on that committee. International organizations, governmental and non-governmental, in liaison with ISO, also take part in the work. ISO collaborates closely with the International Electrotechnical Commission (IEC) on all matters of electrotechnical standardization.

International Standards are drafted in accordance with the rules given in the ISO/IEC Directives, Part 2.

The main task of technical committees is to prepare International Standards. Draft International Standards adopted by the technical committees are circulated to the member bodies for voting. Publication as an International Standard requires approval by at least 75 % of the member bodies casting a vote.

Attention is drawn to the possibility that some of the elements of this document may be the subject of patent rights. ISO shall not be held responsible for identifying any or all such patent rights.

ISO was prepared by Technical Committee ISO/TC 223, Societal Security, Subcommittee SC .

This second/third/... edition cancels and replaces the first/second/... edition (), [clause(s) / subclause(s) / table(s) / figure(s) / annex(es)] of which [has / have] been technically revised.
Introduction

This International Standard specifies an exchange format for digital videosurveillance applications. Videosurveillance is a crucial asset in intelligence collection, crime prevention, crisis management, forensic applications etc. Minimum and urgent requirement in societal security for the authorities is to be able to exploit the data collected by the different security videosurveillance systems around a given site. This is the primary objective of this standard. Ultimately, this standard may provide minimum image quality requirements to optimize recognition and identification, as well as interface specifications ensuring easy replacement of cameras and other equipments.

This standard does not impose implementation methods or technological solutions and concentrates rather on minimum interface requirements to achieve its societal security objectives.
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1 Scope

This International Standard specifies an exchange format for digital videosurveillance applications. It is crucial for societal security that present and future videosurveillance systems implement this interface at their collection interface to allow efficient forensics exploitation of the material produced, often in massive quantities.

Format aspects covered are:

- Video format
- Audio format
- Metadata formats:
  - Descriptive (localisation, camera identifier, camera direction, etc.)
  - Dynamic metadata (date, time, pan, tilt, zoom, identification results, etc.)
- Multiplex and transport protocol
- Data security and integrity

Future editions of this standard will incorporate requirements which may prove to be necessary to efficiently operate videosurveillance systems, like image quality or camera and other equipments interfaces.

2 Normative references

The following referenced documents are indispensable for the application of this document. For dated references, only the edition cited applies. For undated references, the latest edition of the referenced document (including any amendments) applies.

ISO/IEC 13818-1:2000/FPDAM 1 Information technology — Generic Coding of Moving pictures and associated audio information systems AMENDMENT 1: carriage of metadata over ISO 13818-1 streams

ISO/IEC 14496-10:2005 Information technology — Coding of audiovisual objects— Part 10: Advanced video Coding

ISO/IEC FCD 23000-10 Information technology -- Multimedia application format (MPEG-A) -- Part 10: Video surveillance application format
ITU-R BT.601 Studio encoding parameters of digital television for standard 4:3 and wide screen 16:9 aspect ratios

SMPTE 0335M-2001 Metadata Dictionary Structure

SMPTE 0336M-2007 Data Encoding Protocol Using Key-Length Value

SMPTE RP210.9-2005 Metadata Dictionary Contents

SMPTE RP217-2001 Non Synchronized Mapping of KLV Packets in MPEG-2 System Streams

STANAG 4609 NATO Digital Motion Imagery Format

3 Terms and definitions

For the purposes of this document, the following terms and definitions apply / the terms and definitions given in … and the following apply.

3.1 term text of the definition

3.2 term text of the definition

4 General

4.1 Concept of the standard

Videosurveillance systems generic architecture.

Minimum requirements for interoperability

4.2 Relation with other standards

The technology outlined is based on commercial systems and components designed to international standards.

Present standard defines a profile of standards and practices which combined will achieve a minimum level of interoperability

4.3 Frame rates and definition

Coverage of the 50 and 60 Hz worlds

Standard Definition (to be extended to higher definitions)
5 Requirements of the standard

5.1 Sampling structures
As per ITU-R BT.1358 (525 & 625 line progressive scan television systems) TBC

5.2 Compression
As per ISO/IEC 14496-10:2005 Information technology – Coding of audiovisual objects-- Part 10: Advanced video Coding

5.3 Metadata
Metadata will be kept in a dictionary, part of the standard.

Metadata dictionary structure will be as per SMPTE 335M-2001

Metadata will be encoded using the Key-Length-Value method as per SMPTE 336M-2007

Dictionary applicable will be a subset of the SMPTE metadata dictionary, eventually updated if items missing ; for the videosurveillance applications, as per SMPTE RP210.9-2005

Embedded time reference for time stamping (TBD)

5.4 Multiplex and transport
Remains to be defined (TBD) between MPEG-2 transport approach and RTP (IETF) protocols

If MPEG-2 approach is used, non-synchronized metadata (descriptive) will be arranged as per SMPTE RP 217-2001, while synchronized (dynamic) metadata will be implemented as per ISO 13818-1:2000/FPDAM 1

5.5 Data security and integrity
Standard will incorporate optional provisions for mechanisms ensuring that

- Collected contents are properly tracked and have not been corrupted or modified
- Hierarchical access rights control system can be implemented

6 Conformance testing and procedures (tbd)